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1. Overall Description:

SA2 provides its feedback and view based on current specification in TS 23.501, TS 23.502 and TS 23.503 on the questions on slice included in clause 6.10 of BBF SD-420. 
BBF Business Entity

· The Slice Provider administers the infrastructure (which can of course include both wireless and virtualised elements) that provide the connectivity, performance and functionality for a number of different virtual networks.

· The Slice Buyer purchases a virtual network slice from the Slice Provider in order to support the connectivity, performance and functionality needed for an industry vertical, or particular application.

· The Slice User is the application or end-device that connects to, and uses the capabilities of, a particular slice.

SA2 Comment: Network Slicing is described in TS 23.501 clause 5.15, which describes the functional aspects of Network Slicing.
The 3GPP SA2 definitions for slices in TS 23.501 are the following:
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

3GPP SA2 considers that the operator can deploy multiple Network Slice instances and the roaming scenario, however the business relationships regarding the use of Network Slices is not within the remit of SA2 work
The main terminology is resumed for the scope of helping the reader of this LS:

NSSAI: Network Slice Selection Assistance Information
Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a registration procedure, indicating the S-NSSAIs values to be used by the UE in the Serving PLMN for the current registration area.

Configured NSSAI: NSSAI provisioned in the UE per PLMN.

Requested NSSAI: NSSAI provided by the UE to the Serving PLMN during registration.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN

BBF question  1: How are slices described ?

SA2 answer:  Network Slices are described in TS 23.501 clause 5.15.1.
BBF question  2: How are slices requested ?

SA2 answer:  As part of the registration procedure, the UE can request up to 8 Network Slices (via the S-NSSAIs), based on network slice configuration information (see TS 23.501 clause 5.15.4.1) and slice information previously received from the network (Allowed NSSAI), see TS 23.501 clause 5.15.5.2.1 for more details.
BBF question  3: Are Slice Types negotiable ?

SA2 answer: Network Slices are requested by the UE using the Requested NSSAI as part of the registration procedure, and the network returns a set of S-NSSAI values in the Allowed NSSAI based on a number of information as described in TS 23.501 clause 5.15.5.2.1. However, Slice/Service Type (SST) values (see TS 23.501 clause 5.15.2.2) in the S-NSSAIs are not negotiated separately.
BBF question  4: . Is Slice Attachment session based, or done by end-device configuration ?

SA2 answer: Network Slices are determined at registration. The set of Network Slices that can be used by a UE at a given time can be changed by the network or by the UE as needed, as described in TS 23.501 clause 5.15.5.2.2. It is not determined at PDU Session establishment, nor it is only via configuration (although the Configured NSSAI information in the UE determines what the UE is allowed to request).
According to 3GPP specification a device can connect simultaneously to  multiple slice and a 3GPP device is capable of supporting several PDU sessions at the same time. However a PDU session can belong only to a single slice, i.e. the same PDU session can not be established over several slice at the same time.

SA2 understanding is that the “session” mentioned in SD-420 clause 6.10 question 5 corresponds to the 3GPP PDU session.

BBF question  5: How does the end-device know which slice(s) it needs ?

SA2 answer: The relationship between S-NSSAI and the service a UE might need is configured in the URSP provided by the operator, via the PCF or pre-configured in the UE. See TS 23.503 clause 6.1.2.2.1 for more information.
BBF question  6: How are Slices linked to applications ?
SA2 answer: Network Slices are linked to applications via the URSP rules. See TS 23.503 clause 6.6.2 for more details.




The definition of which features are supported by a slice can be either standardized (i.e. for standardized SST value) or left to operator decision which are the features to be deployment in a slice with a not standardized SST value. How the application writer/device manufacturer can determine them, it is not in the SA2 scope. 
BBF question  7. How does the application/end-device know which slices are available ?
SA2 answer: The UE can determine which Network Slices can be requested based on the Configured NSSAI. The Network Slices available for use by the UE are provided by the network as part of the Allowed NSSAI during the registration procedure.
3GPP specification does not support the possibility that the available Network Slices are advertised to the device.
BBF question  8: Can an end-device connect to multiple slices?
SA2 answer: Yes, the UE can use multiple Network Slices simultaneously, provided they were included in the Allowed NSSAI returned by the network.
BBF question  9: Who pays for the slices, and how ?
SA2 answer: The business aspects related to slices are not handled by SA2.
BBF question  10: Is per Slice authorisation needed ?
SA2 answer: The Network Slices that a UE is allowed to use is stored in the UDM as part of the UE subscription (Subscribed S-NSSAIs) and are configured in the UE in the Configured NSSAI for the HPLMN. At initial registration procedure, UE authentication is sufficient to determine which Network Slices a UE is allowed to request. In this release it has been decided that no further authentication/authorisation mechanism is required per Network Slice. 
It should be noted that the establishment of a PDU session shall be authorized by SMF based on subscription information or via interaction with AAA server in DN. 

The specification for the network slice support is in TS 23.501 in clause 5.15, while TS 23.502 specifies the the procedures with slice aspect where applicable, for example the slice selection in registration procedure and TS 23.503 specifying the QoS aspect and UE policy.
SA2 would like to point out that the specification of the management of the slice lifecycle (e.g. creation, scaling and termination) are under SA5 responsibility. 

2. Actions:

To BBF:
ACTION:
SA2 kindly asks BBF to take the above information into account.
3. Date of Next SA2 Meetings:

3GPP SA2#127
16 Apr – 20 Apr 2018
Sanya (China)
3GPP SA2#127BIS
28 May – 1 June 2018
Newport Beach (CA, USA) 
